
1

How Varonis Helps  
Securely Migrate 
Data to the Cloud

T E C H N O L O G Y  G U I D E
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If you are reading this guide, you are probably planning a migration  
to Office 365.  
You are not alone. Varonis has helped countless organizations prepare to move legacy on-premises data in file shares, NAS, 
and SharePoint to Microsoft’s cloud using deep insights to avoid migrating legacy issues to your new cloud environment. 

This guide is designed to show you how to use Varonis’ platform and methodology to expedite your migration planning, 
mitigate risk, and remove guesswork. 

Follow our step-by-step cloud migration process:
• Inventory and understand your existing data estate 

• Eliminate stale data from your migration scope 

• Apply a classification taxonomy to determine migration scope 

• Remediate excessive access to in-scope data 

• Assign data owners to sensitive data 

• Perform entitlement reviews to further eliminate excessive access 

• Review regulations and data security policies for Office 365 

• How Varonis helps protect data once it’s in Office 365

 � Case Study: How a Top U.S. Airline is Making a Worry-Free Transition to OneDrive Thanks to Varonis

“Varonis gave us so much visibility into our 
network. It’s incredible. We were able to 
clean up files that we wouldn’t have even 
known existed, and it definitely aided with 
PCI compliance.”

https://www.varonis.com/products/data-security-platform-v2/
https://www.varonis.com/operational-journey/
https://view.highspot.com/viewer/5ddc54f534d6be783bb9ba57
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Inventory and understand your existing data estate
One of the biggest IT challenges, even if you’re not planning a massive cloud migration, is gaining full visibility into your on-
premises data. Migration projects require a clear and accurate understanding of the nature of the data you hold—the size, 
relevance, sensitivity, and risk profile as it stands today.

Most organizations don’t realize just how much dark data they have prior to installing Varonis. Many discover SharePoint 
sites, Exchange mailboxes and public folders, and file shares they didn’t know existed—sometimes with toxic and 
overexposed regulated information (GDPR, HIPAA, CCPA, etc.).

Building a complete and accurate inventory, establishing a classification taxonomy, and prioritizing data sets are essential 
steps for a successful migration. Varonis gives you the visibility required to take these steps without heaps of manual work 
and without relying solely on surveying end users.
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Explore your unstructured data interactively
Varonis helps you get a picture of your unstructured data  in disparate systems. The DatAdvantage work area gives you a 
live representation of your unstructured data estate in an interactive view with context about data sensitivity, size, content 
type, activity, and more.

Varonis provides a unified view across on-premises and cloud data stores, making it easy to answer:

• For any data container — who has access? Is the content sensitive? Is it being used? Is it over-exposed?

• For any user or group — what data can they access? How did they get that access? What are they doing with that 
access? Do they need it anymore?

Which data stores does Varonis support? 

• Windows File Servers

• SharePoint On-Premises

• SharePoint Online

• Exchange On-Premises

• Exchange Online

• OneDrive for Business

• Microsoft Teams

• UNIX/Linux

• Active Directory

• Azure

• Box

• NAS (such as EMC, 
NetApp, HP, IBM, Nasuni)
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Migration Decisions Guided by Data
In addition to the interactive work area, Varonis has a suite of reports designed to help you analyze your data estate ahead 
of your migration. 

Varonis reports can help you answer migration questions such as:

• Which data sets are most active and will take serious coordination to migrate?

• Which department shares are candidates to migrate first?

• Which servers contain users’ home drives? 

Report 14.a.02, File System Action Items Statistics is a fantastic report to run to assess the readiness of a given server to 
migrate to the cloud. The report shows the following stats about your file servers and on-premises SharePoint servers:

Using this report, you can quickly get a feel for how much data on the server can be eliminated altogether, how sensitive it 
is, how consistent the permissions are, and the overall risk profile. 

 � Watch: Setting Up KPI Reports for Data Stores*

*Requires a free Varonis Connect account

https://help.varonis.com/s/article/DatAdvantage-Setting-up-KPI-Reports-for-Unstructured-Data
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Some helpful inventory and analysis reports include:

• Report 2.a.01, Access Statistics

• Report 2.a.02, Statistics by Event Operation

• Report 2.a.03, Users with Failed Events

• Report 2.b.01, Sensitive Files Statistics

• Report 2.b.02, GDPR Files Statistics

• Report 2.c.01, File Type Utilization

• Report 2.d.01, Activity By Users Other than the Mailbox Owner

• Report 2.e.01, Most Active Users per Folder

• Report 2.e.02, Users with Most Failed Events per Folder

• Report 2.f.01, Event Type Distribution on File Server

• Report 2.f.02, Event Type Distribution per User

This is an example of the 2.b.01 – Sensitive File Statistics report. This report exports a list of every file that has classification 
hits, and the number of hits per file in the far-right column. You can group this report by File Server to determine which 
locations contain the highest concentrations of sensitive and highly active data.

This is just the tip of the iceberg. Varonis DatAdvantage contains a vast library of useful reports that can help you 
understand your data more deeply than ever before, helping you make evidence-backed migration decisions.

 � Watch: How to Get the Most Out of DatAdvantage Masterclass

https://info.varonis.com/thank-you/resource/t2/webinar/datadvantage-masterclass-how-to-get-the-most-out-of-da/en
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What about the data I don’t even know about?

Varonis can also help auto-detect file shares that you may not even know existed. 

While you’re preparing for your migration, Varonis will use machine learning to build peace-time profiles over hours, days 
and weeks for every user and device, so when they behave abnormally, you’ll get an actionable alert.

Bonus!

Detect & respond to 
suspicious data access
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Eliminate stale data from your migration scope
Because Varonis is actively monitoring all user activity on data—every file open, move, rename, modify, delete—we can 
confidently identify data that is stale and can be excluded from your migration scope, archived, or deleted.

A quick snapshot of stale data per server is available in the KPI dashboards:

You can drill into each widget to see the trend over time, which can be helpful to measure the progress of stale data 
removal efforts.

However, most users will want an exportable report of stale data across their entire environment. Varonis has a set of 
reports to help with that. Report 7.b.01 Inactive Directories by Size will come in handy. Results of the stale data report can be 
exported to CSV or other formats and fed into another system for action. 

Once you’ve identified stale data, you can use Varonis’ built-in flags & tags to mark the data as stale and stage it for 
automatic archival or removal using a policy in Data Transport Engine.

https://www.varonis.com/products/data-transport-engine/
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What is considered stale?
By default, Varonis considers data stale if it has not been accessed or modified in the past 180 days (6 months). Accessed 
means that someone opened the file, modified means that someone saved a change to the file. You can choose to mark 
data stale using either last access date or last modified date. The default is a combination of both — which is Last Event 
Date in the interface.

 � Watch: How to Discover Stale Data (4 min)*

 � Watch: KPI Report – Folders with Stale Data (1 min)*

 � Watch: KPI Report – Size of Folders with Stale Data (1 min)*

*Requires a free Varonis Connect account

https://my.varonis.com/login?fromURI=https%3A%2F%2Fvaronisx.okta.com%2Fapp%2Fvaronissystemsexternal_salesforcecommunity_1%2Fexk2j18urvr0m7EHc1t7%2Fsso%2Fsaml%3FSAMLRequest%3DfZNdc6owEIb%252FCpN7MOBHlal2PIJShYKC1XrjRBoRJQmSIMivrx91Ts%252B56M7kItl3991knjy%252FlCSRTjjjMaNdoCoQSJiG7DOmURfMg6HcBi%252B9Z45Ikur9XOzoDB9zzIV0qaNcvyW6IM%252BozhCPuU4RwVwXoe73HVvXFKinGRMsZAmQ%252BpzjTFyMBozynODMx9kpDvF8ZnfBToiU67XaDiepckIZozFXQkZqCYti%252BsJZF0Kj2Ya3QFOyBZJxmSOmSNxGf9R%252Fl5YKOwh0a4DS9HHKz1xgwnEpcEZRsuYowXzLshBfhCSnsTiv1RouD9pebefZKYPkybRCVTzVOGe1622B9Gp0wVob9C%252BxtE5N3ho4Zrt4Mw%252BFY%252FSvqxHAQ%252BOaru86eEbqMxONKJM9syqMYlZNNa5Wm8OeLBLabHe0j%252BMZpqtoEL05prpIJik7G5ETHj75ZosivN9DF9IRmn9YjjPCVpF4qGhO9q4pN8a7aHDCUVV%252BtCw4e3MJLQRpDN%252BNoTvfLm08shf2JFu%252Be9YmPJNRnE5Cy0Qdk1WB5QXsyTDwsCPD2SovLaRZnaMrL%252F3ztBz7lZuQ5VHYSaMMPNhayXjBfAenlj%252BsM1hadj7%252FrAox5KFLROxsKSNT97XeGK%252FtZBRBMmbWIPSjy2txnuNXygWiogs0qEEZNmTYCdSWrkJdrStNTV0ByfvG5E9M7%252FD9xtTmLuK6FQSe7Ll%252BAKT3B8QXAbgjq9%252FMsx%252Bs%252Ft4WPQAFvf9wUshZ%252BQvLFavn2g%252BH3n337xfpfQE%253D%26RelayState%3D%252Fs%252Farticle%252FDatAdvantage-Discover-Stale-Data%26SigAlg%3Dhttp%253A%252F%252Fwww.w3.org%252F2000%252F09%252Fxmldsig%2523rsa-sha1%26Signature%3DsMYseczS2XXUfX9XLB%252F0Xk0qPNtwrwH%252Bqr0LK4QK8xCSKqA3bEulNNKE2bNGMWACY684BPCpqps83qNS16TiAirOJGjgMf1xLXbsvdRjaU27X2gGO9ZArFZItpoQ1i682TO5MXPn6xu7tHwR%252Br3fJsiF3rPdYfNZmA39j3rEBHNFWriANhehonRFGWbwiXCL1t37%252FH6lKqt3TAqNT%252Fl5Vnq0LT0%252FTsdGojQSwMsokP5%252BnSMjcHibvSR54BMC6ZxsX3Gs4pU6zZBrZFul006zZe7R1xMA5ZeODbR9zgdv9kMfT8ESl9vhHRRvB7ffMHVpTYJ4DFkcMzSFLpxvxbLZjQ%253D%253D
https://help.varonis.com/s/article/DatAdvantage-KPI-Report-Folders-with-Stale-Data
https://help.varonis.com/s/article/DatAdvantage-KPI-Report-Size-of-Folders-with-Stale-Data
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Apply a classification taxonomy to determine migration scope
Determine what sensitive data — if any — you will migrate and create controls around that data to prevent data breaches. 
Varonis classifies data for PCI, GDPR, HIPAA, CCPA, and many more regulations out-of-the-box, at petabyte scale. 

You can also import classification results from other products, such as DLP, and configure custom classification rules to 
discover intellectual property (IP) and other information that is unique to your business.

Open the Data Classification options dialog in DatAdvantage to configure your scan. In this dialog you can select which 
rules to enable, file types, taxonomy, scanning priority, and schedule.

Most Varonis customers test a few built-in classification rules on a handful of servers as an initial test and eventually enable 
more rules to establish a full inventory, rather than guess what kind of data they have. 

Varonis’ engine will automatically detect changes to files and re-scan them, which is more efficient than examining every 
single file daily for changes in its modification timestamp.

Once you know what data you have, you can start to make decisions on security and retention policies.

Depending on your current use cases, privacy requirements, and regulatory responsibilities you might treat classification 
rules differently. For example, if your company has to comply with HIPAA, you will have to apply a different set of security 
controls to your HIPAA-tagged data than your PCI-tagged data. 

Varonis will tell you which specific rule(s) a file matches (like GDPR, SOX, CCPA), but you can also create custom categories 
that built-in or user-defined rules can roll up to. 
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Let’s say your organization has determined, as a policy, that CCPA and GDPR data are sensitive, but “cloud-ready” – 
meaning that class of data can be moved to the cloud (with protections, of course). However, PCI and PHI is not cloud-ready. 

You can create an umbrella category called “Cloud-Ready Sensitive” that includes CCPA and GDPR.

Other categories you might want to build, pre-migration map to the policy you plan to enforce once data is in the cloud:

•  Cloud-Ready No External Sharing

•  Cloud-Ready No Download 

You can take this one step further by applying labels to the files themselves using Varonis’ integration with Microsoft 
Azure Information Protection (AIP) to enable additional protections like DRM and encryption.   

 � Watch: Varonis Data Classification Labels*

 � Watch: KPI Report – Sensitive Folders Open to Global Groups*

 � Watch: KPI Report – Folders That Contain Sensitive Files*

 � Watch: KPI Report – Events on Sensitive Files*

 � Watch: Varonis Data Classification Masterclass

*Requires a free Varonis Connect account

https://www.varonis.com/products/data-classification-labels/
https://www.varonis.com/products/data-classification-labels/
https://help.varonis.com/s/article/Data-Classification-Labels
https://help.varonis.com/s/article/DatAdvantage-KPI-Report-Sensitive-Folders-Open-to-Global-Groups
https://help.varonis.com/s/article/DatAdvantage-KPI-Report-Folders-that-Contain-Sensitive-Files
https://help.varonis.com/s/article/DatAdvantage-KPI-Report-Events-on-Sensitive-Files
https://info.varonis.com/resource/t2/webinar/data-classification-best-practices/en
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Remediate excessive access to in-scope data
One of the biggest challenges in all of data security, regardless of where data lives, is to visualize and remediate 
overexposed sensitive data. Our global risk report shows that, on average, 22% of all company data is exposed to everyone 
in the company. 

We suggest customers remediate excessive access prior to their migration. With Automation Engine, remediation of 
hundreds of terabytes of data can be complete in days, not years. Varonis automatically remediates Global Access Groups 
(GAGs) and Broken Access Control Lists (BACLs) to alleviate two enormous sources of risk quickly and easily. 

Global Access Groups are the default groups in Windows systems like Everyone or Authenticated Users. Varonis can detect 
global access and automatically revoke that access without interrupting users who actively use the data.

Broken ACLs are permissions issues where the permissions on a child folder don’t match the parent and other similar 
issues. Broken ACLs occur for many reasons, but what you need to know about them for your cloud migration is that just 
because you move your data to the cloud, it doesn’t mean your data on-premise is safe. 

 � Watch: Varonis Automation Engine Masterclass

 � Case Study: How Varonis Automation Engine is Helping a Large U.S. College Automatically Remediate Nearly  
700,000 Folders

Once you tackle GAG and BACL remediation, you can continue to remove over-permissive access and further 
refineaccurate groups in preparation for your Office 365 migration.

Varonis provides recommendations of users that have permissions to data based on cluster analysis and machine learning, 
so you can safely revoke permissions without affecting productivity. Use the Review tab in DatAdvantage and the to safely 
revoke access to over-permissive folders before you move them to the cloud.

https://info.varonis.com/resource/t2/webinar/automation-engine-masterclass-step-by-step-remediation-training/en
https://www.varonis.com/case-study/u-s-college/
https://www.varonis.com/case-study/u-s-college/
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This data is summarized in two reports that you can use to 
work through the recommendations list and remove access:

• 5.b.01 Recommended Changes on User Repository —  
this report shows you which users can safely be removed 
from Active Directory groups

• 5.c.01 Recommended Changes on File System — this 
report summarizes recommendations of removal for  
permissions by file server

Use DatAdvantage to remove and commit any changes you 
make to permissions. Varonis models possible changes and 
warns you if you are removing access to a resource that a  
user needs.
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Assign data owners to sensitive data
Varonis’ algorithms are very good at determining who 
should and shouldn’t have access to data, but it’s a best 
practice to assign data owners to  critical data sets. Data 
owners can review who has access and make decisions 
based on business context.

Varonis has a tried-and-true process, using both quantitative 
and qualitative methods, to a.) determine which data should 
have an owner and b.) who the owner should be. 

The quantitative approach uses file activity to determine the likely owner of a particular file share or SharePoint site. You 
can right-click on a user and designate them as a data owner directly in the Varonis platform. You can also gather the folder 
usage statistics in DatAdvantage report 2.a.01.

The qualitative approach uses a Data Owner Survey tool installed by our Professional Services team that automates the 
process to identify and request acknowledgement from potential data owners. This system tracks responses and  
automates the process to assign data owners in Varonis.

You can also bulk upload data owners from another application, if needed.

Our professional services team is experienced in rolling out data governance solutions and integrating these efforts into 
traditional IAM programs.

 � Watch: DataPrivilege Masterclass

https://info.varonis.com/thank-you/resource/t2/webinar/get-the-most-out-of-dp/en
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Perform entitlement reviews to further eliminate excessive access
Once you have data owners established, force an entitlement review pre-migration to ensure that they weed out excess 
access that your automated remediation didn’t tackle.

Varonis DataPrivilege makes it easy for data owners to review and revoke access via entitlement reviews, inspect usage 
of their data via a self-service portal, and approve/deny incoming access control requests.

You can schedule entitlement views to occur on a monthly or quarterly basis, or kick one off manually before your 
migration to the cloud. Each data set or department can have a custom review schedule and, when completing a review, 
the data owner is notified if the folders or sites they are reviewing contains any sensitive or regulated information.

 � Watch: How-To Request Access to a Folder in DataPrivilege*

 � Watch: How-To Approve or Reject Access Requests in DataPrivilege*

 � Watch: How-To Manage Groups or Distribution Lists in DataPrivilege*

 � Watch: How-To Do an Entitlement Review in DataPrivilege*

 � Watch: How-To Schedule an Entitlement Review in DataPrivilege*

*Requires a free Varonis Connect account

https://my.varonis.com/login?fromURI=https%3A%2F%2Fvaronisx.okta.com%2Fapp%2Fvaronissystemsexternal_salesforcecommunity_1%2Fexk2j18urvr0m7EHc1t7%2Fsso%2Fsaml%3FSAMLRequest%3DfZPbcqowFIZfhcm9GBAVmWoHC1ZbsVTweMMgRuWU0CScfPrtoc7u3hddM7lI1r%252FWv5L58vRcpYlQIMpCgvtAEiEQEA7IPsTHPli4o4YKngdPzE%252BTTNNzfsJz9JUjxoVLHWbaLdEHOcUa8VnINOyniGk80BzdmmqyCLWMEk4CkgBBZwxRfjF6IZjlKaIOokUYoMV82gcnzjOmNZsnlGRi4VOCQyYGJG0m5BjiZ0b6EBptFd7C%252F0wPQDAuc4TY57fRH%252FXfpZVIYu7fGvhZ9jhlNeMoZajiiGI%252F8ZifIHYgNEAXYZrjkNee1ERVLEeSmtOCwrRrjgOJd5uMkeb1tkCYGH3gyS%252F6JdbjQmHh1jLVcmbGpWXo16W4MFau6RbhkbR07JXhFpGTlsOFTCeertbuZhxPPT7fV1vLg%252F7QixaN93U5xNIOHaJSH5V5h3x1udxjy8m85UiBiZgUR2%252BLpMOM19mHk7zNxmWdzxxzy6FUQ6dNTjg9x6ZtRvZX7XwMh94xX52Ng7Jfr4%252B7XQuZ9WR0dl7PqnFeTCrJ2rAskItFNV997v2uPjq8R2%252FnrHVQw7G3eTUkqbWazMKdXX0qWUztPd1uSrw9jlZqPrXejUajyLth%252FnaULRQlRMGqJEFi9zxXLabjjbVsB93j5bUYy9EEM%252B5j3gcylGEDKg3Yc6WOBtua0hPVTm8LBPsbk2GI7%252FD9xtTuLmLa2HXthv3huEBYPiC%252BCMAdWe1mTn%252Bw%252Bntb%252FwEoGPyHk5jW4l9Yrlg9NX84DO67f7%252FI4A8%253D%26RelayState%3D%252Fs%252Farticle%252FDataPrivilege-Request-Access-to-a-Folder%26SigAlg%3Dhttp%253A%252F%252Fwww.w3.org%252F2000%252F09%252Fxmldsig%2523rsa-sha1%26Signature%3DonkvyYmTqGe9I1ne4FX7jYMEw5f%252BRM90dJmS%252F4tn5T3UBMi9a1Azs7dCAP%252BE1Xk23wKpOelLL1svNBsn4JGb2BcSI6acCyANlik0HRGQxnrOLggLqWiHiuTS20nEmEQijjr%252Foo5OGNFhMRpBKcwxVCjaeLOvabUcCzCSUMbE33YEz%252Fjgui5d1zg7xgrZKS6rvLFI0F1Q5UPckYc9S0sNE5GlVM%252B3DeWe3BHezF%252B8zdmzPZCP6xYbqW5PNmUX1DK7LsdImB2Pg0qKIVMXCXLA9tGPnMU%252F0IFEGjyTL4lzploDFksapZgfXkqMIFCAiENBPZJxGkbqCcxJhRc9KIAnPw%253D%253D
https://my.varonis.com/login?fromURI=https%3A%2F%2Fvaronisx.okta.com%2Fapp%2Fvaronissystemsexternal_salesforcecommunity_1%2Fexk2j18urvr0m7EHc1t7%2Fsso%2Fsaml%3FSAMLRequest%3DfZPbcqowFIZfhck9GKlUYKodBA%252FUYwGPNw5iFJQkmATQPv32UGd374uumVwk61%252FrX8l8eXs%252F41QqEOMJJQ1QVSCQEInoNiH7BpgGHVkH7803HuI0M61cxMRDpxxxIV3rCDfviQbIGTFpyBNukhAjborI9K3hwFQVaGaMChrRFEgW54iJq5FNCc8xYj5iRRKhqTdogFiIjJuVSozSTClCRknClYjiSkr3CXnntAGho%252BnwHuEn3gHJuc6RkFDcR3%252FWf5eeFXoU4b1BmGXPU37hAmGOzgIxEqZrHqaI7yiL0FWIc5KIy7paQeejeqjqOSsYxPV2L6qKeoVzWrndFkiu0wBr1bausegVNWGIYVsvR%252B1jOXSs26oF8Fi7pV%252BKQWtzjr1ZbCzL3LDVk1p2JyyOi%252BWyPyf%252BytPmqJ4E%252FqxIS3kvL18Gr61qf%252BgZzBL9sOfONzu4bGvog5F0pjun%252FsKlfm8lZwc4gDPD6Y49122n8OA4qpsneee4zQzd7oW2%252B1EnezrXxyMPr%252BOxapW7mXdaJVv5nE71z3aSscDV5PE4yau12guxl4fRCKqrzaK8DG2ab7t2i82Oxh4b6BNN5c1yGjmb9RH7E2z4fP6lrQK8OeWLE51TJqzO1yAzdh%252BaP991elkRd9m0PXbK62txniOXcBES0QAqVKEMazI0guqrCTVT05Qa1FdAmnxj0krIA77fmNo8RNzsBcFEnoz9AEizJ8RXAXgga97N2Q9Wf28bPgEFzf9wUvBF%252BQvLDau3yg%252BH5mP37xdp%252FgE%253D%26RelayState%3D%252Fs%252Farticle%252FDataPrivilege-Approve-and-Reject-Access-Requests%26SigAlg%3Dhttp%253A%252F%252Fwww.w3.org%252F2000%252F09%252Fxmldsig%2523rsa-sha1%26Signature%3DVWI9GO%252BbmXG%252BK5zFBfXNyh9uLd9GHzL%252BIGJ3t9OC8wEgM%252FGEDit%252FMnjC8Xz25cp5%252FdvvNeQIz7qq%252Bv55W3xFh5wZCvgmcBJKIGG%252FViZKkPk8Q3WpkhjZ%252BFezybgveZoPUfqmhz2IMdgv6M71JL9di58SfPXyHJje3MkURLXYuGuxRDNjqeRO5lDhSinFlDedf2olEcxg3B5vbdh04WCTR1I1UQcWEaDJ7IWmJUCyfaJaxDMV5jbCQQJ%252BhyOXtlVw5TD0lXSYILkHiR9TT9wIP3NuPQ7KLtJDH28S%252FkzFCu0adPKOA8tL7NMJQYuoc85gKdgCpriKfwHfsNJ4Oa5H1g%253D%253D
https://my.varonis.com/login?fromURI=https%3A%2F%2Fvaronisx.okta.com%2Fapp%2Fvaronissystemsexternal_salesforcecommunity_1%2Fexk2j18urvr0m7EHc1t7%2Fsso%2Fsaml%3FSAMLRequest%3DfZPbkqIwEIZfhcq9iAiK1OiUBxYB8RgdxxsrixFRkiAJiD79oo61s3sxXclFp%252Fvv7qS%252BvL0XJJZynPKI0TaoyQqQMA3YLqJhGyzhr4oB3jtvHJE4MbuZONA5PmeYC6nUUW4%252BAm2QpdRkiEfcpIhgborAXHT9kanKipmkTLCAxUDqco5TUTbqM8ozgtMFTvMowMv5qA0OQiTcrFYPOE7kHKWMRlwOGKnGLIzoO2dtRRnohvIwNCN7IA3KOSKKxGP0l%252F5LWsjsJNCjAEqS1ym%252FcoEJx4XAKUXxlqMY8z1LA1wmkoxG4rqtVXFxUo81I0vzVCFNaxjURLPKOavebwskZ9AGW7XfLW09zLUcn3zLuIyt08UfdO9bg8pJu4froX6ejBc9ajc8PLNOaJIloR9Ylbq3dS1Vc%252FPjzvJsIxFj95JYycrGnyQZtyruxy1vaK5GZtCzhkXgesYhtdTDrHnUDHUAm5t4XZ%252Ftib%252BbrJlNcxvFy%252F42PEf%252BtImpHvmOkiwIc8bGfF2sCtiHm8IdzT449KDo6Vj1d97pOvxsaGMYOI1eE4nddJJp2to7X67F7bgZ%252ByMY9Oc2n%252BjL%252FXm4dUb9cHTJw5sRQLJbzYd6vbVd2HSt6IGnGU6EcpSE9tUt9oPpLao15vt%252B6FzK1%252BI8ww7lAlHRBqqiKhVFqygtWGuYSrlqst7SN0CafmHSi%252BgTvp%252BY%252Bv1M4uYQwmllOllAIK1eEJcJ4Ims%252BWiefmP157LoBSjo%252FIeTTK7yX1juWL1Vv3XoPL1%252Fv0jnDw%253D%253D%26RelayState%3D%252Fs%252Farticle%252FDataPrivilege-groups%26SigAlg%3Dhttp%253A%252F%252Fwww.w3.org%252F2000%252F09%252Fxmldsig%2523rsa-sha1%26Signature%3DYvWjVszuht0f914uya4kA0kM9mfwFsOhbw88Zqzc%252FiFwlgavxv948ohGE5g1LNUKfPlmnqXVRpzTdsM19yeVEa58hX%252Bxq6xReOtl5a24qsnA%252Fb9MWZJGc6bCzItTQn3ztcuFjWEnZbgxqAbhcIor%252Bz154rYGfrFvVZm3XkZImoUdmZoqkXeGc4y6RRNFW6mhkS1W5yVHWJZhI7sptIdo%252FY170aQpth%252BshtF3tsL4uYCL%252By%252BM7z2anMKtutQGQH%252Fjyf00J6%252Fk188sD7LwSpvSDMna1lcRI%252FBuu57TSmHgXxg6FqaBa9aX7WnsGNWfK3Mh6d%252F4GHLL%252F3csQFRVoyt4qA%253D%253D
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Review regulations and data security policies for Office 365
Your organization’s security policies and the regulations your data is subject to will often dictate which features in Office 365 
should be enabled or disabled. 

One of the most important decisions to make prior to migrating is how data should be shared—both internally and externally. 

• What will your external sharing policy be?

• How will you ensure that policy isn’t violated?

• Is it different for sensitive vs. non-sensitive?

• Is it different for OneDrive vs. Teams vs. SharePoint?

This topic is covered extensively in our 1-Hour Office 365 Sharing Security Audit video course, led by renowned Microsoft 
MVP Vlad Catrinescu. 

When you complete this course, you’ll be confident that despite all the fine-grained controls Microsoft gives you, your Office 
365 sharing settings match your organization’s desired sharing policy. 

How Varonis helps protect data once it’s in Office 365
Varonis provides Office 365 users with data monitoring and advanced threat detection and analysis capabilities to protect 
your data and investment in the cloud.

• View reports of all kinds of sharing links and automate remediation if necessary

• Continuously monitor permissions and access to SharePoint and OneDrive

• Detect cybersecurity threats by monitoring data and email activity, pulling in perimeter telemetry and individual user 
baselines, and comparing current data to threat models built by security experts to detect malware, ransomware, APT, 
insider threats, and more

• Level-up your Incident Response team with Varonis alerts and context to begin an investigation of potential attacks with 
actionable data security intelligence 

 � Read: 5 Steps to Office 365 Security with Varonis

 � Read: Cybersecurity from the Inside Out

© Varonis 2020

ABOUT VARONIS

Varonis is a pioneer in data security and analytics, fighting a different battle than conventional cybersecurity companies. Varonis focuses on 
protecting enterprise data on premises and in the cloud: sensitive files and emails; confidential customer, patient and employee data; financial 
records; strategic and product plans; and other intellectual property.

The Varonis Data Security Platform detects insider threats and cyberattacks by analyzing data, account activity and user behavior; prevents 
and limits disaster by locking down sensitive and stale data; and efficiently sustains a secure state with automation. With a focus on data 
security, Varonis serves a variety of use cases including governance, compliance, classification, and threat analytics. Varonis started operations 
in 2005 and has thousands of customers worldwide — comprised of industry leaders in many sectors including technology, consumer, retail, 
financial services, healthcare, manufacturing, energy, media, and education.

https://info.varonis.com/thank-you/course/office-365-sharing
https://info.varonis.com/hubfs/docs/whitepapers/en/5-Steps-to-O365-Security-Whitepaper.pdf?hsLang=en-gb
https://view.highspot.com/viewer/5ddc63ac659e9372c0f5cae0

